**听证会主要议题及相关条文**

一、是否赞同数据收集、传输和存储中各医疗卫生机构的职责？

**第二十一条**【医疗卫生机构职责】

除紧急救治外，医疗卫生机构为居民提供基本医疗、基本公共卫生服务时，应当要求其出示有效身份证件。

医疗卫生机构应当按照全市统一规范记录并在本机构或政务云上存储为居民提供健康管理、预防保健、医疗服务、疾病控制等健康服务信息，并按照卫生健康行政部门制定的接口规范、数据标准和质量控制等要求，将数据录入或者上传至区域卫生健康数据中心。使用电子病历系统的医疗卫生机构还应当将患者的电子病历数据上传至区域卫生健康数据中心。

医疗卫生机构应当按照市卫生健康行政部门的要求，在本单位信息系统中为实名就医的居民建立身份标识唯一、基本数据项一致的电子健康档案，记录为其提供的健康服务信息，并按照身份对照标准纳入区域卫生健康数据中心的居民电子健康档案进行联网管理。

**第二十一条**【非医疗卫生机构职责】

鼓励产生卫生健康数据的非医疗卫生机构将卫生健康数据传输至区域卫生健康数据中心。

二、是否赞同电子病历和电子健康档案的调阅有关规定？

**第二十五条**【电子病历和电子健康档案的调阅】

责任单位在开展预防保健、健康管理、临床诊疗等医疗卫生服务时，可以依法调阅居民电子健康档案。

医疗卫生机构开展医疗服务时，除以下情形，调阅电子病历需经居民本人或者其监护人授权同意，法律法规另有规定的从其规定。

（一）医护人员为患者提供临床诊疗服务的；

（二）健康管理责任医师为签约居民提供健康管理服务；

（三）医疗紧急救治或突发公共卫生事件中居民本人无法及时完成授权的情形；

（四）法律法规规定可以调阅、借阅病历的其它情形。

**第二十六条**【电子病历和健康档案调阅安全要求】

责任单位在调阅居民的电子病历或者电子健康档案时，不得进行拍照、录像、截屏、拷贝和本地保存等操作，不得用于卫生健康以外的目的。

三、是否赞同数据共享和开放的方式及流程等规定？

第五章 数据共享

**第三十一条**【卫生健康公共数据共享】

责任单位应当为依法履行卫生健康行政管理、卫生监督、社会医疗保险管理、药品监督等公共管理职能以及提供医疗救治、健康管理、预防保健、疾病控制等公共服务的有关国家机关、事业单位、医疗卫生机构或者其他组织提供所需的卫生健康公共数据。

卫生健康公共数据是指，市、区卫生健康行政部门、医疗卫生机构和医疗卫生行业组织在依法履行公共管理职能或者提供公共服务过程中收集或者产生的，以一定形式记录、保存的各类卫生健康数据。

**第三十二条**【公共数据共享负面清单】

卫生健康公共数据以共享为原则，不共享为例外。市卫生健康行政部门制定卫生健康公共数据共享负面清单，并实行动态管理。下列数据应当纳入共享负面清单，法律法规另有规定的除外：

（一）涉及工作秘密、商业秘密的数据；

（二）共享后可能危害国家安全、公共安全、经济安全、社会稳定、公众健康或者社会公共利益的数据；

（三）法律法规规定的其他不予共享的数据。

卫生健康公共数据共享分为主动共享和依申请共享。

**第三十三条**【公共数据主动共享方式及范围】

市、区卫生健康行政部门应当通过市、区公共数据资源共享交换平台，主动共享卫生健康资源，包括基本医疗卫生服务目录、标准和收费价格，医疗卫生公共信用，医疗卫生相关证照等数据和其他依法应当主动共享的卫生健康公共数据。

原则上，医疗卫生机构不直接提供主动共享卫生健康公共数据。

**第三十四条**【公共数据共享申请对接和登记】

责任单位应当建立公共数据依申请共享对接机制，做好数据共享申请的登记。

**第三十五条**【依申请共享数据的流程】

公共数据共享申请由数据生成单位负责受理，经本单位数据管理责任部门会同业务部门审核同意后方可共享；经审核不同意共享的，应当向申请单位说明理由。

涉及多个数据生成单位的数据共享申请，由数据生成单位的共同上级卫生健康行政部门负责受理。

**第三十六条**【数据共享协议】

责任单位依申请提供共享数据时，应当与申请方签订数据共享协议，明确双方权利义务，坚持最小必要原则共享数据，并采取必要安全措施，以及定期对共享数据进行安全审计。

**第三十七条**【个人卫生健康数据共享备案】

责任单位根据数据共享协议共享500例以上涉及隐私或个人数据的，应当自共享之日起15日内报上一级卫生健康行政部门备案。

第六章 数据开放

**第三十八条**【卫生健康数据开放】

卫生健康数据开放坚持公平有序、安全可控、分类管理的原则，不得侵害国家利益、社会公共利益和公民、法人及其他组织的合法权益。。

卫生健康数据开放包括向个人开放和向社会开放。

**第三十九条**【向个人开放】

责任单位应当向成年居民、未成年居民的监护人开放电子健康档案和电子病历，提供在线查询、复制、更新、使用、授权等功能，并通过数据水印等技术保障数据防篡改、防泄露、可追溯。

**第四十条**【向社会开放的数据分类】

向社会开放的卫生健康数据分为无条件开放、有条件开放和不予开放三类。

无条件开放数据是指，按照深圳市政务公开相关规定应当公开且不涉及隐私和个人信息的卫生健康数据。

有条件开放数据是指，可以部分开放或者需要按照特定条件开放给自然人、法人或者非法人组织的数据。

不予开放数据是指，涉及工作秘密、商业秘密、能够识别或者推断居民个人身份的隐私和个人信息、法律法规规定不得开放的数据，以及开放后可能危及国家安全、公共安全、经济安全、社会稳定的数据。

**第四十一条**【开放数据获取途径】

市卫生健康行政部门应当通过市政府公共数据开放平台向社会开放卫生健康无条件开放数据。

市卫生健康行政部门依托区域卫生健康数据中心的大数据创新支撑平台开放卫生健康有条件开放数据，向有数据需求且具备相应数据处理能力的专业机构提供安全可靠的卫生健康数据开发利用环境，专业机构不得在该平台外处理数据。

原则上，区卫生健康行政部门和医疗卫生机构仅开放本辖区、本单位无条件开放数据。

**第四十二条**【开放数据的使用协议】

市卫生健康行政部门开放卫生健康有条件开放数据，应当与数据使用单位签订数据使用协议，并予以定向开放。协议应当明确数据的使用目的、性质、期限、范围、条件、数据产品、保密责任和安全措施等，且要求数据使用单位不得将获取的数据直接用于营利性活动。

**第四十三条**【禁止个人身份再识别处理】

禁止任何单位和个人以再识别或者推断居民个人身份为目的，对卫生健康开放数据进行数据处理。